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John Bonanna

299 New Settlement Rd.
Hiram, Maine 04041

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 205354

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

This will do very 1ittle to thwart terrorism but it will give the government
even more power to snoop into the private activities of its ¢itizens who
purpartedly are to be served by it. not harrassed by it.

Why is the party of small government so interested in created an all powerful
government?

"Those who give up liberty for the sake of security deserve neither liberty nor
security."—Ben Franklin

Sincerely,

John Bonanno
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Brendan Fitzaerald

1298 Pinewood Drive
Pittsburgh, Pa 15243

March 18, 2004

FCC Chairman Michael Powell
Federal Communicatiaons Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s regquest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Praviders and Internet telephone companies to allow
the FBI to <onduct surveillance. The FBI is gaing far beyond these existing
powers by trying to force the industry te actually build its systems around
government eavesdropping. It is the equivalent of the gaovernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phene companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal c<ommunications, the
government is ¢reating the very real potential for hackers and thieves or
gven roggue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers.

Once again, I urge yau to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Brendan J. Fitzgerald
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Michael W Evans

1419 25th St. Apt. A
Santa Monica, CA 30404

March 18, 2004

FCC Chairman Michae]l Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powars by trying to farce the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the ODepartment of
Justice that our new Intermet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Michael W Evans
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(S Symingtan

2602 Riverhills
fustin, TX, TX 78733

March 18, 2004

FCC Chairman Michae] Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I believe this requirement is terribly intrusive and unnecessary. Longstanding
laws already reguire ISPs and Internet telsphone companies to allow the FAI to
conduct surveillance. The FBI is going far beyond these existing powers by
trying to force the industry to actually build its systems around government
eavesdropping. It 15 the eguivalent of the goverrment requiring all new homes
be built with a peephole for law enforcement to look through. And the result
will only be an exceptionally large number of hackers gaining access to ALl
sites.

This reguirement represents an end-run around Congress. Lawmakers, after
extensive deliberations, set up boundaries for how the FBI can <ollect
information between sources 1ike phone companies and data sources like e-mail.
The FBI s aggressive and expansive reading of the law would bypass the
legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even raogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have naot heen successful and
only created a rich opportunity for hackers,

Once again, please oppose the dangerous suggestion of the Department of Justice
that our new Internet communication technologies should have built—in

wiretapping. This is without doubt, a violation of the Bi11 of Rights and must
not be permitted in a democracy.

Sincerely,

€S Symington
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Zane Krein

1280 N. Laurel Ave. H22
West Hollywood, <¢a 90046

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 205534

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI ta conduct surveillance. The FBI is going Far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govarnment requiring all
new homes be built with a peephole far law enforcement to look through.

1 am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

1 Took forward to hearing your thoughts on this matter.

Sincerely,

Zane Krein




Jules Kirsch k

15 West B1st Street \\
New York, New York 10024

March 19, 2004

FCC Chairman Michael Powell
Federal Cammunications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I strongly urge you to oppose Ashcroft’s latest attempt to violate my civil
liberties by allowing the FBI to conduct surveillance of Internet Service
Providers., The FBI is going far beyond these existing powers by trying to
force the industry to actually build its systems around government
eavesdrapping. It 1s the equivalent of the government reguiring all new homes
be built with a peephole for law enforcement to look through.

I am very concerned that this reqguirement represents an end-run araound
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI can collect information between sources like phone campanies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thisves or
even rogue government agents to ac¢zess our personal communications, Past
efforts to provide this sort of bhackdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I look forward to your reply.

Sincerely,

Jules P. Kirsch
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Charles Eggerstedt |

8910 SW 6Bth Court, K6 p
Pinecrest, FL 331596

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powel]:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this reaquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephaole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries faor how
the FBI can collect information between sources 1ike phone companies and data
sgurces 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatiaons. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for nackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communicatien technologies shauld have built-in
wiretapping.

I look fForward to hearing your thoughts on this matter.

Sincerely,

Charles Eggerstedt, MD
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M. Branscomb

Vashon
Vashon, WA 88070

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s reguest that all new Internet communication services be
reguired to have built—in wiretapping access.

This requirement is not necessary. Laws already reguive Internet Service
Froviders and Internet telephone companies to allow the FBI to conduct
surveillance.

This requirement reprecents an end-run around Congress. Lawmakers, after
extensive deliberations, set up boundaries for how the FBI can collect
information between sources like phone companies and data sources 1ike e-mail.
The FBI s aggressive and expansive reading of the law would bypass the
legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity far hackers,

Once again, 1 urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technelogies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

M. Branscomb
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Wayne Torman

7 Southpark Lane
Mansfield, MA D2048

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required te have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to canduct surveillance. The FBI is going Far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sgurces Tike e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our perscnal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter,

Sincerely,

Wayne Torman
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David Ockrassa

Box 412 / 4101 341st. St. E
Eatonville, WA 98328

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I am a constituent of yours, and I vote.

I do not helieve this requirement 15 necessary. Longstanding Yaws already
require Internet Service Praoviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems arpund
government eavesdropping. It is the eguivalent of the government regquiring all
new homes be built with & peephole for law enfaorcement to look through.

I am very caoncerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries Far haw
the FBI can collect information between sources like phone <ompanies and data
sources lTike e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by reguiring a master key to our persaonal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thouahts on this matter,

Sincerely,

David Ockrassa
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Daria Nagrodzka

1259 Lincoln St. #32
Santa ¢lara, CA 35050

March 18, 2004

FCC Chairman Michael Powell
Federal Commurnications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Paowell:

As a concerned individual, I am writing to express my opposition ta the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone c¢ompanies to allow
the FBI to conduct surveillance. The FBI is going far bevond these existing
powers by trying to force the industry to actuwally build its systems around
government eavesdropping. It is the equivaltent af the government requiring all
new homes be built with a peephole for law enforcement to Yook through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e—mail, The FBI s aggressive and esxpansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <ommunications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

OUnce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Daria Nagrodzka
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Philip Russef]

11401 Potato Hi111 Road
Boonhville, New York 13309

March 19, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicaticn services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enfarcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries far how
the FBI <an collect information between sources 1ike phone companies and data
sources like e-mail, The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatiaons, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persanal communications. past
efforts to provide this sort of backdoor access have not heen successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Tustice that our new Internet communication technologies should have built=in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Philip Russell
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Stephen Markel

4242 Coolidge Avenue
Los Angeles, CA 900EB

March 19, 2004

FCC Chairman MWichael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

This is un-American?! I do not believe this requirement is necessary.
Longstanding laws already require Internet Service Providers and Internet
telephone companies to allow the FBI to conduct surveillance. The FBI is going
far heyond these existing powers by trying to force the industry to actually
build its systems around government eavesdropping. It is the equivalent of the
gaovernment requiring all new homes be built with a peephole for law enforcement
to lTook through.

I am very concerned that this requirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI <an collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal <communications, the
gavernment 15 creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to praovide this sort of hbhackdoor access haye naot been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technelogies should have built—in
wiretapping.

1 look farward to hearing your thoughts on this matter.

Sincerely,

Stephen Markel
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Alex Clark

3228 SE 59th
Portland, OR 37206

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this regquirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the esguivalent of the government requiring all
new hames be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Llawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources tike e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legistative process to alter that careful balance.

I understand that by requiring a master key to our persenal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sart of backdoosr access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that our new Internet c¢ommunication technologies should have built-in
wiretapping.

I loak forward to hearing your thoughts on this matter.

Sincerely,

Alex Clark
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Tarynn wWitten

3216 1st Avenue
Richmond, vA 23222

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
443 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this regquirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephons companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information bhetween sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

1 look forward to hearing your thoughts on this matter.

Sincerely.

Or. Tarynn M, Witten
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Charies Raffoni

21 7th Ave (\
NorthChelmsford, MA D1863 \

March 1B, 2004

FCC Chairman Michael Powell
Federal Communications Commissign
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this reguirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new hames be built with a peephole for law enforcement to Yook through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources l1ike e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thiesves ar
even rogue government agents to access our persaonal communications. Past
effarts to provide this sort of backdonr access have not been successful and
only ¢reated a rich opportunity for hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Charies Raffoni
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Robert Parrish

1405 CGreenvista Ln
Culf Breeze, FL 32563

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Praoviders and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundarfes for how
the FBI cap collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access gur personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich oppartunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should haye builtt-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Robert Parrish
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Jonathan Smith

183 West 83th Street Suite 8K
New York, New York 10024

March 19, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Cepartment of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the egquivalent of the government requiring all
new homes bhe built with & peephole for law enforcement to Took through.

I am very cancerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the Tegislative process to alter that careful balance.

I understand that by requiring a master key to our personal communicatijons, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping,

I look forward to hearing your thoughts on this matter.

Sincerely,

Jonathan Smith




Fri 26 Mar 2004 D3:43:12 AmM EST P. 7
Laura Sharp

33298 Barta Ct.
Scappoose, OR 97056

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

washington, DC 20554

FCC Chairman Poawell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicatien services be
required to have built—in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent of the government requiring ati
new homes be built with a peephole for law enforcement te look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications. the
gavernment is creating the vary real potential for hackers and thisves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolegies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Laura Sharp
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Valerie J. Baird

8344 Rude Street
Hayden, ID B3835

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition te the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the govermnment requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this reguirement represents an end-run around
Congress, Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources l1ike phone companies and data
sources like e-mail. The FBI 5 aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not heen successful and
only created a rich opportunity for hackers.

Once again, I urge you toc oppose the dangerous suggestion of the Department of
Justice that gur new Internet communication technolooies should have built—in
wiretapping.

1 Took forward to hearing your thoughts on this matter.

Sincereiy,

Valerie J. Baird
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Neil Howell

PO Box 24667
Qakland, CA 34708

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my oppositian to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance,

I understand that by reguiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Neil Howell
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Chris Powell

1600 Barton Springs Road
Austin, TX 78704

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commissign
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this reguirement is necessary. tongstanding Yaws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources like phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoer access have not been successful and
onty created a rich opportunity far hackers.

Once again, T urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Chris Powel]
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Sheila Holmes

126 Parkview Drive
Phoenixville, PA 13460

March 18, 2004

FCC Chairman Michael Powel]
Federal Communicatiens Commission
449 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerped individual, I am writing to express my opposition to the
Department of JTustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this regquirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdrapping. It is the eguivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
(ongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful balance,

By requiring a master key to my personal communications, the government is
creating the very real potential for hackers and thieves or even rggue
government agents to access our personal communications. Past efforts te
pravide this sort of backdoor access have not heen successful and anly
created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Sheila Holmes




Fri ZB Far 2004 04 .08:57 AM EST F. 1
Bet Power

146 Riverbank Rd.
Northamptaon, MA 01060

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the fBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance,

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, past
effaorts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Bet Power




Fri 26 Mar 2004 04:08.51 AW EST P 2
Tan Shelley

16090 SW Audubon St. #103
Beaverton, OR 37006

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chalrman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built-in wiretapping access,

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very caoncerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can c¢ollect information between scurces like phone companjes and data
spurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Oonce again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technolpgiss should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Ian JS Shelley




